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This global industrial safety manifesto
outlines how to use the power of
technology to address safety risks
affecting workers across the globe. It
responds to new changes and
opportunities brought about by
digitalisation. It seeks to promote the safe
adoption of technology in new industrial
processes and the use of technology-
enabled safety solutions. 

The manifesto sets out clear contributions
needed from industry, government,
academia, regulators and international
organisations to tackle the global industrial
safety challenge, with particular emphasis
on the emerging safety needs driven by the
digitalisation of manufacturing.

The manifesto is relevant to
organisations of all sizes and the whole
supply chain – including suppliers of
parts and raw materials, component
manufacturers, system integrators,
final assemblers, and technology
providers. 
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ADVOCATE WORKER SAFETYADVOCATE WORKER SAFETY
Your support signals a commitment to advocating the wellbeing of
workers worldwide. Technology plays a pivotal role in addressing
both emerging and long-standing safety risks in industrial settings.

CONTRIBUTE TO GLOBAL IMPACTCONTRIBUTE TO GLOBAL IMPACT
Join a community of like-minded organisations that believe in the
potential of technology to make a positive impact on industrial
safety globally. Your organisation’s support amplifies the collective
voice advocating safer workplaces.

ALIGN WITH A SHARED VISIONALIGN WITH A SHARED VISION
By supporting the manifesto, you align yourself with a shared
vision for leveraging technology to address safety challenges. This
collaboration fosters innovation and the exchange of ideas to
create safer working environments for all.

GAIN VISIBILITY AND RECOGNITIONGAIN VISIBILITY AND RECOGNITION
Your organisation will be listed as a supporter on our dedicated
webpage, showcasing your commitment to industrial safety. This
recognition not only highlights your dedication but also
establishes your organisation as a leader in promoting
technological solutions for safety.

JOIN A GLOBAL COMMUNITY OF PRACTICEJOIN A GLOBAL COMMUNITY OF PRACTICE
Connect with other supporters, fostering valuable relationships
within the industrial safety community. Share insights and best
practices and collaborate on initiatives that can drive meaningful
change in the industry.





New sources of potential physical risks (mechanical,
electrical, thermal; hazards from interaction with cobots) 
Psychosocial risks from new sources of work-related
stress (performance pressures; constant oversight;
reduced human contact)
Long-term health risks from exposure to new hazardous
substances or radiation (e.g. new materials used in
digital production techniques) 

EFFECTS ON INDUSTRYEFFECTS ON INDUSTRY
New forms of work organisation involving more intensive interaction between humans and machines
Exponential increase in interdependencies and access points 
More extended networks and higher volumes of safety-critical data exchange 
Lack of transparency and understanding of AI algorithms

TECHNOLOGY DEVELOPMENTSTECHNOLOGY DEVELOPMENTS
Advances in, and convergence of, digitally enabled technologies (e.g. IoT, AI, advanced robotics)
Sharp rise in software content in processes and products; increased number of systems acting autonomously
Many more sensors, actuators, machines and products connected among themselves and to the internet 

NEW SAFETY RISKSNEW SAFETY RISKS
New safety products, services and solutions enabled by
new technologies and continuously generated data
Applications in safety-critical industries and
infrastructure, as well as traditional industries
Growing global market of “safety tech” products

NEW SAFETY SOLUTIONSNEW SAFETY SOLUTIONS
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The manifesto sets out
clear contributions needed
from industry, government,
academia, regulators and

international organisations
to tackle the global

industrial safety challenge.

The manifesto focuses on
manufacturing industries

and their associated
services, with particular

emphasis on the emerging
safety needs driven by the

digitalisation of
manufacturing.

The manifesto is relevant to
organisations of all sizes and

the whole manufacturing supply
chain – including suppliers of

parts and raw materials,
component manufacturers,

system integrators, final
assemblers and technology

providers. 
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The Global Initiative for IndustrialThe Global Initiative for Industrial
Safety brings together the UnitedSafety brings together the United
Nations Industrial DevelopmentNations Industrial Development
Organization (UNIDO), Lloyd'sOrganization (UNIDO), Lloyd's

Register Foundation (LRF), GlobalRegister Foundation (LRF), Global
Manufacturing and IndustrialisationManufacturing and Industrialisation

Summit (GMIS) and convened bySummit (GMIS) and convened by
Cambridge Industrial InnovationCambridge Industrial Innovation

Policy (CIIP).Policy (CIIP).
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https://www.unido.org/sites/default/files/files/2020-01/International%20Conference%20on%20Ensuring%20Industrial%20Safety.pdf
https://www.ilo.org/wcmsp5/groups/public/---ed_protect/---protrav/---safework/documents/publication/wcms_903140.pdf


Almost 75% of work-related deaths are caused by circulatory
diseases, malignant neoplasms and respiratory diseases.

people die because of work-relatedpeople die because of work-related
factors every yearfactors every year  

2.9 MILLION2.9 MILLION

die from work related diseasesdie from work related diseases
2.6 MILLION2.6 MILLION

die from occupational accidentsdie from occupational accidents
330,000330,000

6.7% OF DEATHS GLOBALLY6.7% OF DEATHS GLOBALLY
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Governments should commit to
respecting and promoting the principle
of a safe and healthy working
environment for all, regardless of
gender, ethnicity or immigration status,
as it has recently been added to the
International Labour Organization’s
Fundamental Principles and Rights at
Work, by formulating new national
policies and adapting national
legislations.[2]

Governments are uniquely positioned to
lead national, regional and global
collaboration to propose, review, adopt
and regulate new guidelines and
standards for industrial safety.

Companies must prioritise the safety and
wellbeing of all their workers as a
fundamental human right, regardless of
gender, ethnicity or immigration status.

Companies should seek commitment to
developing action plans that focus on safety
throughout the supply chain.

Companies should ensure that their safety
policies, procedures and processes are up
to date.

Companies should commit conscious effort
and funds to ensure the safety of people in
the workplace, and they should enhance
operations and safe work practices.[1]

It is important for companies to anticipate
and address any potential risks associated
with new products and technologies before
they are released to the public in order to
protect consumers.

International organisations could
provide technical and financial
assistance to countries, and they could
facilitate discussions between
governments, companies and employees
for the development of effective action
plans.

The private sector could contribute to
strengthening institutional capacities
and OSH management in workplaces,
namely through exposure to best
practices and financing.

International Standards bodies such as
the ISO could help to ensure that new
safety standards are embedded in
company safety action plans.
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https://www.unido.org/sites/default/files/files/2020-01/International%20Conference%20on%20Ensuring%20Industrial%20Safety.pdf
https://www.ilo.org/wcmsp5/groups/public/---ed_norm/---relconf/documents/meetingdocument/wcms_848632.pdf


Governments should invest in the
national occupational safety and health
(OSH) infrastructure in all of its
elements: regulation, compliance, OSH
data, qualifications and specialised
services.

Governments could work with non-profit
organisations to provide free resources
and programmes.

Governments and regulators should
think about how to incentivise and
reward companies that put safety first.
Governments could develop safety
criteria and a safety rating among
companies to promote competition.

Companies

Companies should update industrial safety
requirements to the state of technology
applied in their industrial facilities.[1]

Companies should understand safety as a
key management issue and understand
the inter-linkages between safety and
company performance.

Companies should improve compliance
with legislation and develop a preventive
safety culture.

Companies should be open to piloting
technologies or solutions.
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International organisations could
develop frameworks and reporting
metrics to achieve the Environmental,
Social and Governance (ESG) agenda
and ensure that this is a key reportable
metric by organisations that are part of
the portfolio investment of
funds/financial institutions. 

International organisations could work
with research institutions to assess and
share the impact and risks of emerging
technologies or new technology-based
safety applications.

International organisations could update
or develop new accident risk analysis
and assessment methods for industrial
facilities.

https://www.unido.org/sites/default/files/files/2020-01/International%20Conference%20on%20Ensuring%20Industrial%20Safety.pdf


Recognise the right to
safety at work

Conferences and
webinars

Tripartite committees
to adopt new guidelines

As part of an awareness-raising campaign,
and to help spread best practices in
industrial safety at local, national, regional
and international levels, the first
International Conference on Ensuring
Industrial Safety (May 2019, Vienna) was
an example of an international effort
towards achieving industrial safety
worldwide. Following the positive feedback
to the conference, and in response to the
COVID-19 pandemic, UNIDO organises
webinars focusing on issues related to a
broad variety of industrial safety aspects,
particularly those that are relevant to the
transformations induced by the pandemic.
[3]

In June 2022 the ILO Conference decided to
amend paragraph 2 of the 1998 Declaration
to include the additional fundamental
principle on a safe and healthy working
environment, designating the Occupational
Safety and Health Convention, 1981 (No.
155), and the Promotional Framework for
Occupational Safety and Health Convention,
2006 (No. 187), as fundamental
conventions. This promotes a human-
centred and inclusive approach to the future
of work.[1,2] Following this milestone, in
2023 the ILO released the new Global
Strategy on Occupational Safety and Health
2024–30, along with a plan to guide its
implementation.[2]
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Experts from government and from employer
and worker organisations brought together
by the International Labour Organization
(ILO) have adopted guidelines for handling
biological hazards in the working
environment. The adopted tripartite
guidelines are the first of their kind for this
type of risk. They provide specific advice,
aligned with international labour standards,
on preventing and controlling work-related
injuries, diseases and deaths related to
exposure to biological hazards in the working
environment. This includes questions related
to the responsibilities and rights of
competent authorities, employers,
occupational health services and workers,
workplace risk management, workers’ health
surveillance, and preparedness and response
to emergencies.[4]

https://www.ilo.org/global/about-the-ilo/newsroom/news/WCMS_848132/lang--en/index.htm
https://www.ilo.org/wcmsp5/groups/public/---ed_protect/---protrav/---safework/documents/policy/wcms_897539.pdf
https://www.unido.org/sites/default/files/files/2020-01/International%20Conference%20on%20Ensuring%20Industrial%20Safety.pdf
https://www.ilo.org/global/about-the-ilo/newsroom/news/WCMS_849727/lang--en/index.htm
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https://www.ciip.group.cam.ac.uk/reports-and-articles/ok-computer-safety-and-security-dimensions-industr/


94% of the companies
surveyed use at least one

type of digital technology in
their workplace

However, only 24% have
discussed the potential

impact of digital
technologies on the safety

and health of workers

The percentage is even
lower for sectors such as
waste management and
manufacturing (21%)

94%94% 24%24% 21%21%
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https://healthy-workplaces.osha.europa.eu/en/publications/press-briefing-safe-and-healthy-work-digital-age-0
https://osha.europa.eu/sites/default/files/ESENER_2019_Policy_brief_EN.pdf
https://osha.europa.eu/sites/default/files/ESENER_2019_Policy_brief_EN.pdf
https://www.cdc.gov/niosh/topics/robotics/aboutthecenter.html


Governments should promote and
improve cooperation among scientific
and technological communities, policy-
makers and other stakeholders to
facilitate a continuous and systematic
risk assessment of new emerging
technologiesand “unintended”
consequences in the long term before
adoption.[2] 

Governments and regulators should
make sure that companies are educated
about the new risks of rapidly adopting
novel technologies that are non-native
to manufacturing sites and operations.

Companies should perform systematic risk
assessments, particularly when new
technologies, processes or materials are
involved.

Companies should improve the capacity and
capability of the workforce in response to
emerging technology-related threats to
safety.

Companies should take into consideration
the security in the digital supply chain and
the supply chain impact on their information
security.[1]

Technology developers should engage in
research about potential safety risks when
developing new technology, and they should
provide sound and sufficient information
when products are introduced to the
market. 

International organisations are in a
position to influence research agendas
to identify new risks from new
technologies, including psychosocial
risks and cyber-security.[3] 

International organisations and
communities of safety and technology,
including IT companies, should
cooperate to identify new threats and
risks of emerging technologies.

International organisations could act as
platforms for sharing information about
the safety risks associated with new
technologies. 
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https://hub.unido.org/sites/default/files/publications/Industrial_Safety_Handbook_EN.pdf
https://www.undrr.org/publication/sendai-framework-disaster-risk-reduction-2015-2030
https://www.ciip.group.cam.ac.uk/reports-and-articles/ok-computer-safety-and-security-dimensions-industr/


Governments and regulators should
investigate the safety implications of
new technologies and develop guidelines
for companies to prevent the risk of
emergencies connected with cyber and
physical threats.

Governments and regulators should
adhere to, and implement, established
international frameworks governing the
safety of AI systems during their design,
development and deployment phases. In
addition, new regulatory frameworks
might be required at the national and
international levels as technologies
develop even further.

Companies should be open to sharing
findings about emerging safety risks.

Companies should monitor, understand and
adhere to new ethical guidelines and
regulatory frameworks for the responsible
design, development and deployment of AI
systems.

International organisations should place
safety at the core of new regulations and
standards for the responsible design,
development and deployment of AI
systems in industrial workplaces.

As new research and insights emerge,
international organisations should
translate this knowledge into updated
standards, including those for skills and
education.
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IEEE Global Initiative on Ethics of Autonomous and Intelligent Systems (A/IS). The
initiative’s mission is: “To ensure every stakeholder involved in the design and
development of autonomous and intelligent systems is educated, trained, and
empowered to prioritize ethical considerations so that these technologies are advanced
for the benefit of humanity.” More than 700 global experts focused on the pragmatic
instantiation of human-centric, value-driven design created the first edition of Ethically
Aligned Design. The document presents a framework and recommendations for a set of
principles to guide A/IS creators and users of autonomous/intelligent systems.[2] Part
of the initiative is a series of working groups dedicated to the development of various
IEEE 7000™ standards and projects:

IEEE Standards Project for Standard for Fail-Safe Design of Autonomous and
Semi-Autonomous Systems establishes a practical, technical baseline of specific
methodologies and tools for the development, implementation and use of effective
fail-safe mechanisms in autonomous and semi-autonomous systems. “The standard
includes (but is not limited to): clear procedures for measuring, testing, and
certifying a system’s ability to fail safely on a scale from weak to strong, and
instructions for improvement in the case of unsatisfactory performance. The
standard serves as the basis for developers, as well as users and regulators, to
design fail-safe mechanisms in a robust, transparent, and accountable manner.”
the IEEE Recommended Practice for Assessing the Impact of Autonomous and
Intelligent Systems on Human Well-Being.

Enhancing cyber-
security

IEEE Global Initiative on Ethics of
Autonomous and Intelligent Systems (A/IS). 

Various jurisdictions have started to mandate cyber-
security requirements, such as the European Union
Agency for Cybersecurity’s Network and Information
Systems (ENISA-NIS) directive or the United States
Department of Defense (DOD) requirements in the
Cybersecurity Maturity Model Certification (CMMC)
framework. For example, the ENISA-NIS requirements
address critical sectors (energy, transport, water,
health, digital infrastructure and the finance sector)
and require Member States to define their national
strategy on the security of network and information
systems. This addresses: cooperation methods
between the public and private sectors, awareness
raising, training and education, research and
development plans related to NIS strategy, as well as
risk assessment plans.[1]
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https://sagroups.ieee.org/7009/
https://sagroups.ieee.org/7009/
https://sagroups.ieee.org/7009/
https://ieeexplore.ieee.org/document/9084219
https://ieeexplore.ieee.org/document/9084219
https://hub.unido.org/sites/default/files/publications/Industrial_Safety_Handbook_EN.pdf
https://standards.ieee.org/wp-content/uploads/import/documents/other/ead_v2.pdf
https://standards.ieee.org/wp-content/uploads/import/documents/other/ead_v2.pdf


International efforts

The European Union’s (EU) proposed AI Act is a comprehensive set of rules that
address safety, security and potential threats to fundamental rights.[3] It takes a
risk-based approach, focusing not only on safety and security but also on potential
violations of fundamental rights, such as human dignity. In 2023 the United States
president signed an Executive Order, focusing on establishing best practices for
trustworthy AI development and use, setting out government actions intended to
protect Americans from the potential risks of AI systems, and ensuring the safety
and security of AI.[4] The Association of Southeast Asian Nations (ASEAN)
published a guide on AI governance and ethics in February 2024. The guide gives
member countries seven principles to consider when creating their own AI
frameworks, making sure that these frameworks work well together across the
region.[5] These efforts are examples of a growing international consensus: AI
needs to be developed and used safely and responsibly.

Regulatory frameworks
and initiatives

Global efforts to address the ethical and safety concerns
surrounding artificial intelligence (AI) have seen
significant progress across various fronts. This year, the
United Nations took a big step by passing its first-ever
AI resolution.[1] The resolution emphasises that AI
systems should be safe, secure and reliable, while also
respecting human rights and helping the world to
achieve the Sustainable Development Goals.
Additionally, the Global Partnership on Artificial
Intelligence (GPAI), a group of more than 25 countries,
is advocating human-centric AI grounded in ethics,
inclusion and innovation.[2] Its membership has grown
beyond 25 countries, reflecting a broader global
commitment to responsible AI development.
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https://hub.unido.org/sites/default/files/publications/Industrial_Safety_Handbook_EN.pdf
https://standards.ieee.org/wp-content/uploads/import/documents/other/ead_v2.pdf
https://standards.ieee.org/wp-content/uploads/import/documents/other/ead_v2.pdf
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https://standards.ieee.org/wp-content/uploads/import/documents/other/ead_v2.pdf
https://standards.ieee.org/wp-content/uploads/import/documents/other/ead_v2.pdf
https://standards.ieee.org/wp-content/uploads/import/documents/other/ead_v2.pdf
https://standards.ieee.org/wp-content/uploads/import/documents/other/ead_v2.pdf
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https://www.lrfoundation.org.uk/en/publications/safetytech-report/
https://www.lrfoundation.org.uk/4aa9c7/siteassets/pdfs/lrf-emerging-technologies-full-report-final.pdf


AI solutions can use data such as supplier performance, weather patterns or
transportation carrier alerts to identify patterns that might indicate risk exposure.

Advanced, large load-bearing drones and sensors can frequently and rapidly
collect and communicate large amounts of data for downstream analysis and
action. 

Augmented reality (AR) overlays on the display of glasses or other head-
mounted displays (HMDs), providing step-by-step instructions using the correct
tools and parts. 

Through head-mounted displays (HMDs), workers receive hands-free instructions
from an expert in a remote location. 

An internet-of-things (IoT) mesh embedded within assets provides near real-time
operational data. Analytics software detects anomalies, links the problem and
predicts failure. A command is sent for preventative action. 

A collaborative robot (cobot) works alongside human workers to perform tasks
such as lifting and moving heavy objects. They can be used to automate repetitive
and dangerous tasks, making manufacturing environments safer and more
inclusive.

Personalised safety technology, such as exosuits customised for women or
workers with diverse needs, mitigates the risks of musculoskeletal disorders by
providing support and reducing strain on muscles and joints.

Supply chain disruptions

Hazardous inspections

Risk-prone tasks

Training on new processes and
safety protocols

Predictive maintenance

Physically demanded tasks

Risks due to non-inclusive tech

EXAMPLES OF RISKS
MITIGATED 

EXAMPLES OF TECHNOLOGIES 
USED 

30

https://www.lrfoundation.org.uk/en/publications/safetytech-report/
https://www.lrfoundation.org.uk/en/publications/safetytech-report/


Governments should support
entrepreneurs researching and
developing new technology-enabled
solutions.

Governments should increase awareness
of new safety solutions, inform
companies and support firms to deploy
them across sectors and supply chains.

 
Governments should promote safety
demonstrators.

Governments should facilitate access to
new products and solutions for SMEs
through financing/credit.

Governments and regulators should
support the harmonisation of standards
and ensure the interoperability of
systems and devices. 

Companies should take full advantage of
technology to mitigate workplace hazards,
share their findings with the technical
community, and strive for cost-effective
solutions, so that all companies can benefit.

Companies should embrace safety by design
as a main feature of new products.

Companies should collaborate closely with
workers (and their employees’
organisations), and engage in awareness
campaigns, to optimise safety technology
and accelerate its adoption.

Companies should invest in the training and
skills of their employees, and they should
make sure that the required knowledge is
available in every workplace.

International organisations could
integrate advanced technology in
internal procedures, for example smart
procurement.

International organisations could roll out
advanced technical cooperation projects
in developing countries.

International organisations could launch
specific initiatives/schemes targeted at
under-equipped technology
constituencies, such as micro and small
firms.
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Governments and regulators need to
ensure that regulatory requirements
allow companies to easily implement
new safety technologies.

Governments should facilitate industry
dialogues and bring different safety and
technology communities together.

Public research and technology centres
and other intermediate institutions can
play a critical role in ensuring that
companies, particularly SMEs, have
access to new technology-enabled
safety solutions. 

Companies could run pilots with technology
solutions that address identified challenges.

 
Companies could agree to educational and
safety-oriented exchanges between
dissimilar industries benefiting from
common new technologies and innovations.

Companies should make conscious efforts
to measure the existence of ”controls"
through monitoring mechanisms that rely
on sensors.

International organisations could inform
and educate companies about new
safety technologies and emerging
trends.

International organisations could
facilitate open innovation platforms for
challenges for which start-ups would be
encouraged to develop solutions.

International organisations should
update existing, or develop new,
guidelines and frameworks for the
ethical use of digital technologies
(including AI) in industrial decision-
making.
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Safetytech
Accelerator

Safety Tech
Innovation Network

Advanced research
centres

The Safety Tech Innovation Network is an
international network dedicated to the
promotion, collaboration and industrial
application of online safety technologies.
The network is supported by public- and
private-sector advisors who provide expert
feedback from industry, academics and
government, identifying their priorities and
advising on future areas of focus. The
network’s objectives include encouraging
and supporting innovation through more
efficient collaboration on technical
solutions; driving adoption by showcasing
safety tech across sectors; creating
stronger networks to connect buyers and
suppliers; and raising awareness of safety
tech to create a consistent voice for the
sector and coordinate showcasing activities.
[2]

The Safetytech Accelerator is a dedicated
technology accelerator focused on safety
and risk in industrial sectors and critical
infrastructure. Its mission is to make the
world safer and more sustainable through
wider adoption of industrial safety-
enhancing technologies. The accelerator is a
non-profit established by Lloyd’s Register
and the Lloyd’s Register Foundation. The
accelerator has engaged more than 600
early-stage technology businesses and
launched 45 cutting-edge innovation pilots.
[1] In 2023 the Safetytech Accelerator, the
Health and Safety Executive (HSE) and other
companies collaborated to deliver the
world’s first Industrial Safetytech Regulatory
Sandbox (ISRS), unlocking the potential of
leading-edge technologies to improve safety
in various industries.[2]

33

Research centres, particularly those focused on
health and safety topics, are expanding their
agendas to explore emerging technology
applications in industrial safety. One example is
the Center for Occupational Robotics Research
at the US National Institute for Occupational
Safety and Health (NIOSH), which monitors
injuries related to robotics, identifies potential
risks in robotic workplaces, and conducts
research to improve the safety and wellbeing of
people working with robots and related
technologies. The centre conducts research in
emerging robotic technologies, such as
collaborative robots, wearable robotics or
powered exoskeletons, and future robots that
will increasingly use advanced artificial
intelligence.[4] Another example is the Centre
for Assuring Autonomy, based at the University
of York, whose research addresses the
challenges of assurance and regulation in
robotics and autonomous systems.[5] 

https://safetytechaccelerator.org/about-us/
https://safetytechaccelerator.org/wp-content/uploads/2023/05/Final-Understanding-the-UK-Industrial-Safetytech-Landscape-May23.pdf
https://www.safetytechnetwork.org.uk/about/
https://www.cdc.gov/niosh/topics/robotics/aboutthecenter.html
https://www.york.ac.uk/assuring-autonomy/
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https://wrp.lrfoundation.org.uk/LRF_WorldRiskReport_Book.pdf
https://wrp.lrfoundation.org.uk/LRF_WorldRiskReport_Book.pdf
https://www.unido.org/sites/default/files/files/2020-01/International%20Conference%20on%20Ensuring%20Industrial%20Safety.pdf
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Governments and regulators should
improve access to public data and
initiatives and promote private-sector
data sharing through mechanisms
including data trusts, data dams and
data spaces. Privacy-enhancing
technologies should be explored to
facilitate secure sharing of public and
private data.

Governments and regulators should
develop and promote new metrics for
benchmarking the safety performance of
new emerging technologies.

Governments and regulators should
develop knowledge-sharing platforms
and open-source resources to facilitate
the adoption of smart safety approaches
among SMEs. 

Companies should develop a data-sharing
culture; they should agree to share not only
lessons learned, positive experiences and
misses, but also “the presence of controls,
capacity and competence”,[1] particularly
when using new emerging technologies,
such as new materials, autonomous
vehicles, machine-learning-based
autonomous systems, and so on. 

Companies should adopt metrics and
commit to the monitoring and
benchmarking of safety performance.

International organisations could act as
data stewards facilitating data sharing
between companies, respecting data
confidentiality and the company’s
privacy. 

International organisations could use
new approaches to promote the
understanding and visibility of safety
standards, best practice and
recommendations such as developing a
global risk and controls repository for
industrial hazards.

International organisations should
promote and enhance the sharing and
use of non-sensitive data and
information through international
cooperation, including technology
transfer.[2]
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https://hub.unido.org/sites/default/files/publications/Industrial_Safety_Handbook_EN.pdf


Governments and regulators in charge of
accident investigation should publish the
results of investigations and share
lessons learned on official websites.

Companies should provide information on
safety achievements to public authorities,
the community, shareholders and non-
governmental organisations, and they
should provide input into research and
training activities.[1] 

Industry bodies and chambers of commerce
could encourage information sharing on
lessons learned and agree on the
importance of safety culture. 

Efforts by international platforms within
the OECD, UNECE and UNIDO, where
participants share experiences about
safety lessons, should be joined and
complement one another. 

International organisations could
influence research agendas towards
developing and using new methods of
privacy-enhancing technology (PET) for
sharing data, such as synthetic data and
federated learning.[2]

An independent international body could
investigate accidents in high-hazard
industries.
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https://www.gov.uk/government/publications/responsible-innovation-in-self-driving-vehicles/responsible-innovation-in-self-driving-vehicles


The OECD guiding principles
for chemical prevention,
preparedness and response

Data intermediaries
and privacy-enhancing
technologies

Awareness
campaigns

Proposals have been made for a trustworthy
approach to regulating and governing self-
driving vehicles to emphasise the need for
regulators and the autonomous vehicle
sector to explore how mechanisms facilitate
the responsible sharing of commercially
sensitive data, such as data intermediaries.
[2] An example of a privacy-enhancing
technology (PET) that could be useful in this
context is federated analytics, which refers
to “a paradigm for executing a computer
program against decentralised data”.
Federated learning, a subset of federated
analytics, refers to approaches that train
machine-learning models on distributed
data sets.[2] Other examples include
developing automatic tools for anonymising
safety data.[3]

These principles recognise the need for
industry to monitor and review the safety
performance in hazardous installations and
encourage data/information sharing on best
practices between different stakeholders,
including national and regional authorities
and international organisations.[1] A similar
approach could be adopted across other
industrial sectors.
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The EU-OSHA's Healthy Workplaces
Campaign 2023–25 addresses safety and
health concerns within the digital landscape.
The campaign sheds light on the
opportunities and obstacles presented by
digital work models and artificial intelligence
(AI) integration in workplaces. The primary
aim is to prioritise a human-centred and
human-in-command approach to technology
implementation. This is accomplished
through facilitating information, knowledge
and good practice exchange and
collaboration among stakeholders, ultimately
promoting a safe digital evolution of work.[4]

https://www.gov.uk/government/publications/responsible-innovation-in-self-driving-vehicles/responsible-innovation-in-self-driving-vehicles
https://www.discoveringsafety.com/
https://healthy-workplaces.osha.europa.eu/en
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https://www.ilo.org/wcmsp5/groups/public/---ed_protect/---protrav/---safework/documents/publication/wcms_903140.pdf
https://www.ilo.org/wcmsp5/groups/public/---ed_protect/---protrav/---safework/documents/publication/wcms_903140.pdf
https://www.unido.org/sites/default/files/files/2020-01/International%20Conference%20on%20Ensuring%20Industrial%20Safety.pdf
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https://www.ilo.org/wcmsp5/groups/public/---ed_protect/---protrav/---safework/documents/publication/wcms_876334.pdf


Governments should step up action to
protect the safety and health of workers
and contribute to business sustainability
through a mix of regulatory
interventions, institutional reform and
budgetary allocations to allow for
sufficiently resourced OSH institutions. 

Governments of developing countries
should commit to developing safety
policies in accordance with international
standards and OSH conventions, taking
into consideration the safety
implementation capacity of not only
large enterprises but also SMES.

Multinational corporations should
encourage and support industrial safety
improvements in local supply chains and act
as “lighthouse” facilities capable of
educating and demonstrating best practice
on safety in developing countries.

Companies should commit to supporting
safety efforts in developing countries and
updating business practices accordingly.

International companies should commit
their supply chain contractors in developing
countries to compliance with relevant
legislation.

International organisations could play
an important role in strengthening the
capacity of both national institutions and
the private sector, as well as monitoring
safety progress. 

International organisations should
provide technical advisory and financial
support to developing countries to
strengthen their safety efforts.

International organisations could act as
brokers to facilitate discussions between
the constituents of tripartite committees
(government, employer and worker
associations) in developing countries for
the development of national policies.
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Governments of developing countries
should build skills and capacities at all
levels by designing and implementing
capacity-building programmes and
knowledge-sharing platforms for best
practice on industrial safety.[1, 2]

Governments should seek alliances with
countries with leading safety policies.

Governments of developing countries
should develop state infrastructure for
safety monitoring, to improve data
availability and real-time data-collection
mechanisms. 

Suppliers of new technologies, together with
the regulator, could help developing
countries with elaborating safety
requirements and raising and maintaining
the level of personnel qualification. 

International companies could contribute
financially to compensation schemes in the
case of accidents in developing countries. 

International organisations, such as the
GMIS, could encourage industries to
make conscious efforts to develop the
safety of their supply chain in developing
countries, by recognising and awarding
not only their safety performance but
also their efforts.

International organisations should join
forces with industries to advocate more
attention being given by governments to
safety and encourage countries to
comply with OSH conventions such as
the ILO convention on promoting OSH in
the workplace. 
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https://www.unido.org/sites/default/files/files/2020-01/International%20Conference%20on%20Ensuring%20Industrial%20Safety.pdf
https://www.lrfoundation.org.uk/4aa9c7/siteassets/pdfs/lrf-emerging-technologies-full-report-final.pdf


Collaborative projects
in target areas

Safety efforts in
Bangladesh

Guide for safety along
global supply chains

The ILO, in collaboration with the European
Commission, developed pilot programmes to
better address occupational safety as a
fundamental component of decent work in
five countries, namely the Republic of
Moldova and Ukraine in Eastern Europe,
Honduras in Central America, and Malawi
and Zambia in Southern Africa. As a result,
national OSH programmes were developed
in a tripartite manner involving governments
and employer and worker organisations.[1]
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Another interesting case study of supporting
safety efforts in developing countries is
Bangladesh, where governments, companies and
international organisations worked together.
Bangladesh’s government launched its first
employment injury scheme pilot (EIS) in the
garment sector. International organisations such
as the International Labour Organization (ILO)
and the GIZ, Germany’s main development
agency, facilitated the discussions among
constituents. Companies such as Bestseller, Fast
Retailing, the H&M Group, KiK Textilien und Non-
Food GmbH, Primark and Tchibohave signed
pledges as commitments to voluntary financial
contributions, as the forerunners for effective
protection against work-related accidents in
Bangladesh. The two components of the pilot
include data gathering and capacity building on
occupational accidents, diseases and
rehabilitation, based on a sample of
representative factories, and risk sharing for
long-term benefits.[2]

In 2023 the International Social Security
Association on Prevention in Trade, Goods
Logistics, and Port Handling (ISSA Trade)
launched a new guide to improve safety,
health and wellbeing across global supply
chains, building on Vision Zero, an open-
source strategy aimed at creating a safer and
healthier world of work. Recognising the
increasing importance of supply chains in a
globalised economy, the guide addresses the
risks to safety, health and wellbeing faced by
workers along these chains and provides
practical tools and recommendations to
promote sustainable business practices.[3] 

https://www.ilo.org/safework/projects/WCMS_149466/lang--en/index.htm
https://www.ilo.org/global/topics/geip/news/WCMS_849244/lang--en/index.htm
https://visionzero.global/sites/default/files/2023-11/2-VZ-supply%20chains-web.pdf


The Manifesto for Global Industrial Safety was drafted by ZoiThe Manifesto for Global Industrial Safety was drafted by Zoi
Roupakia, Carlos López-Gómez and Elizabeth Tofaris from theRoupakia, Carlos López-Gómez and Elizabeth Tofaris from the
Institute for Manufacturing, the University of Cambridge.Institute for Manufacturing, the University of Cambridge.

The manifesto was developed in 2022 by a Global IndustrialThe manifesto was developed in 2022 by a Global Industrial
Safety Coalition led by the United Nations Industrial DevelopmentSafety Coalition led by the United Nations Industrial Development
Organization (UNIDO), Lloyd's Register Foundation (LRF) and theOrganization (UNIDO), Lloyd's Register Foundation (LRF) and the
Global Manufacturing and Industrialisation Summit (GMIS), andGlobal Manufacturing and Industrialisation Summit (GMIS), and
convened by Cambridge Industrial Innovation Policy (CIIP).convened by Cambridge Industrial Innovation Policy (CIIP).  

Organisations that have contributed to the development of theOrganisations that have contributed to the development of the
manifesto include the International Labour Organization (ILO),manifesto include the International Labour Organization (ILO),
the National Safety Council, Cranfield University, Safetytechthe National Safety Council, Cranfield University, Safetytech
Accelerator Limited, the Institution of Occupational Safety andAccelerator Limited, the Institution of Occupational Safety and
Health (IOSH), the British Standards Institution (BSI) and private-Health (IOSH), the British Standards Institution (BSI) and private-
sector organisations covering a range of industrial sectors andsector organisations covering a range of industrial sectors and
countries at various stages of economic development.countries at various stages of economic development.  
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